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About Me
I hold a Ph.D. in Computer Science and am currently a Senior Researcher at Funditec. My doctoral research
focused on enhancing IoT cybersecurity through applied Machine Learning and Deep Learning, specifically for
device behavior fingerprinting and cyberattack detection, in collaboration with armasuisse S&T, Switzerland.
Following my Ph.D., I shifted to research on Decentralized Federated Learning and AI Trustworthiness, applying
these concepts to IoT cybersecurity, foundation models, and beyond. I keep myself updated by taking additional
applied courses on topics such as Computer Vision, NLP, or AI agents.

Experience
Senior Researcher, Funditec (Advantx Technology Foundation) Madrid, Spain Nov 2024 – ...

◦ Working on applied ML/DL and Cybersecurity
◦ European and National research grant preparation, project execution, and administration

Postdoctoral Researcher, University of Murcia Murcia, Spain Feb 2024 – Nov 2024
◦ New methods in Federated Learning and trustworthy AI assessment → armasuisse S&T collaboration
◦ Contributed to EU-GUARDIAN EDF and ROBUST-6G Horizon projects

Visiting Researcher, Cyber-Defence Campus, armasuisse S&T Thun, Switzerland Sept–Dec 2021, 2022
◦ Visiting researcher for six months (two three-month periods) in the context of my PhD thesis

Predoctoral Researcher, University of Murcia Murcia, Spain Sept 2019 – Feb 2024
◦ Worked on IoT device behavior modeling for identification and attack detection, funded by armasuisse S&T

Education
Ph.D. in Computer Science, Cum Laude. University of Murcia Sept 2019 – Feb 2024

◦ Thesis: Identical IoT device identification via hardware performance fingerprinting and Machine Learning
◦ Supported by armasuisse S&T, also involved in the EU-GUARDIAN EDF and 5GZORRO H2020 projects

M.Sc. in Computer Science, 9.07/10. University of Murcia Sept 2018 – June 2019
◦ Thesis: Securing Smart Offices through an Intelligent and Multi-device Continuous Authentication System

B.Sc. in Computer Science, 8.04/10. University of Murcia Sept 2014 – June 2018
◦ Graduated with honors. Networking Specialization. Thesis: Continuous authentication for mobile devices

Research
16 h-index (+20 JCR journals, +10 confs, +4 chapters). Relevant research on Federated Learning, applied
ML/DL in IoT behavior security, and AI Trustworthiness. Updated publication list in Google Scholar 2.

Relevant Projects (Grants and Code)
◦ NEBULA 2 Decentralized Federated Learning Platform → Research, design and implementation advice
◦ EU-GUARDIAN EDF 2, Cyber defence automation → Research, architecture design, and implementation
◦ ROBUST-6G 2 and 5G-ZORRO 2 Horizon projects on distributed AI for networks → Research and design

Awards and Achievements
National Young Researcher Award in Computer Science 2024

◦ Granted by the Scientific Society of Computer Science of Spain and the BBVA Foundation 2

Outstanding PhD Thesis Award 2024
◦ Award for the best Computer Science PhD Thesis in 2024 at my university (University of Murcia)

Elsevier Computer Networks Best Paper Award 2024
◦ ”Federated learning for malware detection in IoT devices”, a collab with EPFL, UZH, and CYD Campus

Conference Travel Grant and Volunteering 2022, 2023
◦ Student grants for conference attendance/volunteering: AAAI’23, ACM SIGCOMM’23, IEEE NOMS’22

Secure and Private AI Scholarship Nanodegree 2019
◦ One of the 5000 recipients of 2019 Udacity’s Secure and Private AI Scholarship sponsored by Facebook.

Topics covered: Federated Learning, Differential Privacy, Homomorphic Encryption.

Technical Skills
Specialties: Federated Learning, AI Trustworthiness, Machine/Deep Learning, Cybersecurity, Behavior, IoT
Programming and Frameworks: Python, Bash, Keras, PyTorch, scikit-learn, C/C++, Java
Additional courses: HuggingFace AI Agents, HuggingFace Computer Vision, HuggingFace NLP
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